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Update often.

Get it from the source.

Make it automatic.

Watch for fakes!

Always keep your software updated when updates becomes available and don’t delay. These updates 

̙ʬ Ȏǳȿǳɰǈȴ ɸɊȍʆʧǈɰǳ ɭɰɊǤȴǳȽɸ ǈȿǬ ɭɰɊʦȜǬǳ ȿǳʧ ɸǳǥʎɰȜʆʭ ɭǈʆǥȖǳɸ ʧȖǳɰǳ ǥɰȜȽȜȿǈȴɸ ȽȜȎȖʆ Ȏǳʆ Ȝȿṁ ĤɊʎ ǥǈȿ 

be sure the bad guys are always looking for new ways to get to your data through software, so updating 

your software is an easy way to stay a step ahead.

When downloading a software update, only get it from the company that created it. Never use a hacked, 

ɭȜɰǈʆǳǬ Ɋɰ ʎȿȴȜǥǳȿɸǳǬ ʦǳɰɸȜɊȿɸ Ɋȍ ɸɊȍʆʧǈɰǳ ṓǳʦǳȿ Ȝȍ ʭɊʎɰ ȍɰȜǳȿǬ Ȏǈʦǳ Ȝʆ ʆɊ ʭɊʎṔṁ þȖǳɸǳ Ɋȍʆǳȿ ǥɊȿʆǈȜȿ 

malware and cause more problems than they solve.

Software from legitimate companies usually provides an option to update your software automatically. 

When there’s an update available, it gives a reminder so you can easily start the process. If you can’t 

automatically update it, remind yourself to check quarterly if an update is available.

Maybe you’ve seen these pop-up windows when visiting a website or opening software that urgently 

ǈɸȰɸ ʭɊʎ ʆɊ ǬɊʧȿȴɊǈǬ ɸɊȽǳʆȖȜȿȎ Ɋɰ ̙ȴȴ Ɋʎʆ ǈ ȍɊɰȽṂ þȖǳɸǳ ǈɰǳ ǈȴʧǈʭɸ ȍǈȰǳ ǈȿǬ ɸȖɊʎȴǬ ȿɊʆ Ǥǳ ȍɊȴȴɊʧǳǬṁ ! 

ǤɰɊʧɸǳɰ ʧȜȴȴ Ɋȿȴʭ ʧǈɰȿ ʭɊʎ ȿɊʆ ʆɊ ȽɊʦǳ ȍɊɰʧǈɰǬ Ɋɰ ɸʆǈʭ Ɋȿ ǈ ɸɭǳǥȜ̙ǥ ʧǳǤ ǈǬǬɰǳɸɸ Ǥǳǥǈʎɸǳ Ȝʆ ȽȜȎȖʆ ȿɊʆ 

be secured or it could contain malware.

One of the easiest ways to keep your information 
secure is to keep your software and apps updated.




